
Sr. No.
Document 
Reference

Page No
Clause 

No
Description in RFP Clarification Sought Additional Remarks (if any) NPCI Response 

1
PCI/RFP/2022-
23/IT/04

8

Section 1 - 
Bid 

Schedule 
and 

Address

6. Last date and time for Bid Submission : 03.08.2022, 3.30 pm We request to extend the bid submission date to 
10.08.2022, 3.30 pm

This wil help in creating an appropriately 
responsive bid with exhaustive details to enable 
better understanding of solution for NPCI Kindly refer Corrigendum 1

2
PCI/RFP/2022-
23/IT/04

41 4.3

The solution should have the ability to scan and other sensitive data  in all 
databases and emails Archival file.

DC solution solutions discovers and classify on-prem 
and on-cloud repositories for unstructured and 
structures files inclusing .msg files.
Request to remove the point as Database discovery as 
Data Classifiaction solutions donot discover and 
classify data in DB. This can be achieved by DLP 
discovery solution

This is good to have 
requirement. No change in 

RFP.

3
PCI/RFP/2022-
23/IT/04

43 6.25
The product shall be configurable to function in sniffing (promiscuous) mode or 
inline mode.  

Please share the use-case NA for Data Classification Solution . This point is 
aplicable for network monitoring solution

Kindly refer Corrigendum 1

4
PCI/RFP/2022-
23/IT/04

43 6.26
 Solution shall have built-in capability to bypass for inline mode Please share the use-case NA for Data Classification Solution . This point is 

aplicable for network monitoring solution
Kindly refer Corrigendum 1

5
PCI/RFP/2022-
23/IT/04

NA NA
Clarification Request Which Email solutions is used in NPCI (like O365 or 

Exchange) 
O365

6

PCI/RFP/2022-
23/IT/04

NA NA

Clarification Request Will NPCI provide the required hardware(Compute & 
Storage, OS, DB etc) required to the Data 
classification software ? 

We request NPCI to provide the virtual 
machines to run the data classification 
software. 

NPCI will provide 
Hardware\VM infrastructure. 

Bidders should provide 
Hardware specification. All 
software and DB licenses to 

be factored by bidder.

7
PCI/RFP/2022-
23/IT/04

NA NA
Clarification Request Is demo/POC required as part of the evaluation ?

Yes

8
PCI/RFP/2022-
23/IT/04

41 4.3

The solution should have the ability to scan and other sensitive data  in all 
databases and emails Archival file.

DC solution solutions discovers and classify on-prem 
and on-cloud repositories for unstructured and 
structures files inclusing .msg files.
Request to remove the point as Database discovery as 
Data Classifiaction solutions donot discover and 
classify data in DB. This can be achieved by DLP 
discovery solution

This is good to have 
requirement. No change in 

RFP.

9
PCI/RFP/2022-
23/IT/04 43 6.25

The product shall be configurable to function in sniffing (promiscuous) mode or 
inline mode.  Please share the use-case

NA for Data Classification Solution . This point is 
aplicable for network monitoring solution Kindly refer Corrigendum 1

10
PCI/RFP/2022-
23/IT/04 43 6.26  Solution shall have built-in capability to bypass for inline mode Please share the use-case

NA for Data Classification Solution . This point is 
aplicable for network monitoring solution Kindly refer Corrigendum 1

11
PCI/RFP/2022-
23/IT/04 NA NA

Which Email solutions is used in NPCI (like O365 or 
Exchange) O365

12
PCI/RFP/2022-
23/IT/04

13
4.1 A] Sr 

no 3
The date of incorporation of the bidder should be anywhere between 1 to 10 
financial years

As Cybersecuity is Old business and we have been in 
this business for more than  27 years  therefore 
request you to waive off this clause

No Change in RFP

13
PCI/RFP/2022-
23/IT/04

7
4.1B] Sr 

no 7 The Bidder has paid or submitted EMD along with RFP We are a MSME, request you to waive off the EMD

NPCI is not a goverement 
organization hence No 
Change in RFP

14
PCI/RFP/2022-
23/IT/04

29 8.19
Payment Terms

Since the installation will be quoted separately we 
request you to release the lic payment. 
Implementation payment canbbe paid later

No Change in RFP

15
PCI/RFP/2022-
23/IT/04 29 8.19 Payment Terms

AMC - Is this related to partner support or Vendor 
Support Vendor Support

16
PCI/RFP/2022-
23/IT/04 39 3.11 IRM

17
PCI/RFP/2022-
23/IT/04 43 7.3 IRM

18
PCI/RFP/2022-
23/IT/04 67 7.3 IRM

To support the above points you would need 
additional modules from  from Seclore .Kindly make 
it mandatory for these licenses to be quoted along 
with the Data Classification since the integration can 
only happen with these additional modules

Yes Bidder should factor 
required Seclore Licenses.



19

PCI/RFP/2022-
23/IT/04

41 4.3

The solution should have the ability to scan and other sensitive data  in all 
databases and emails Archival file.

DC solution solutions discovers and classify on-prem 
and on-cloud repositories for unstructured and 
structures files inclusing .msg files.
Request to remove the point as Database discovery as 
Data Classifiaction solutions donot discover and 
classify data in DB. This can be achieved by DLP 
discovery solution

This is good to have 
requirement. No change in 

RFP.

20
PCI/RFP/2022-
23/IT/04

43 6.25
The product shall be configurable to function in sniffing (promiscuous) mode or 
inline mode.  

Please share the use-case NA for Data Classification Solution . This point is 
aplicable for network monitoring solution

Kindly refer Corrigendum 1

21
PCI/RFP/2022-
23/IT/04

43 6.26
 Solution shall have built-in capability to bypass for inline mode Please share the use-case NA for Data Classification Solution . This point is 

aplicable for network monitoring solution
Kindly refer Corrigendum 1

22
PCI/RFP/2022-
23/IT/04

NA NA
Which Email solutions is used in NPCI (like O365 or 
Exchange) 

O365

23

NPCI/RFP/2022-
23/IT/04 39 3.11

The solution should support the ability to natively allow the password 
protect/encrypt sensitive files by throwing a pop-up whenever user is trying to 
share confidential file to authorized recipents

24
NPCI/RFP/2022-
23/IT/04

43 7.3
Solution should support enforcing policies like encrypt all documents which has 
PCI information by integrating with 3rd party IRM solutions like Seclore

25
NPCI/RFP/2022-
23/IT/04

67 7.3
Solution should support enforcing policies like encrypt all documents which has 
PCI information by integrating with 3rd party IRM solutions like Seclore

In aforementioned clauses you have mentioned 
protection of classified files via integration with 
Seclore. Kindly confirm if you have 'classification 
based protection' licenses or you want us to quote 

them?

Yes Bidder should factor 
required Seclore Licenses.


