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1 30
Annexure 6 Technical 

Compliance Sheet

Support integration with McAfee 

Endpoint management system

Currently McAfee does not integrate with other 

VM solutions. Is this a mandatory requirement?
No change in RFQ

2 30
Annexure 6 Technical 

Compliance Sheet

The Proposed Solution should 

provide Countermeasure and threat 

correlation 

Kindly explain the threat correlation function. 

MaxPatrol solution will provide description of 

the vulnerability, recommendation and also 

provide link to any known exploits.

No change in RFQ

3 30
Annexure 6 Technical 

Compliance Sheet

The proposed solution should reduce 

window of opportunity for hackers to 

exploit a threat via a three 

dimensional prioritization process 

Please explain the three dimensional 

prioritisation process as it is not a standard.  
No change in RFQ

4 31
Annexure 6 Technical 

Compliance Sheet

Facilitate deployment options that 

include appliance- and software-

based deployment scenarios

We currently have only Software based model. 

Is appliance mode a mandatory requirement?
No change in RFQ

5 32
Annexure 6 Technical 

Compliance Sheet

Perform credential-based scanning 

on IPv6 targets

Requirements - IPV6 - General Section as well 

as IPV6 Scanning - Is this a mandatory 

requirement to scan IPv6 ranges currently or 

future requirement? If future requirement, 

please provide expected timeline. E.g:- 6 

months, 1 year etc.

No change in RFQ

6 33
Annexure 6 Technical 

Compliance Sheet

Web based management console that 

support following browsers: Internet 

Explorer 8.0 & 9.0, Firefox 3.6 & 4.0

Max Patrol server solution can be accessed 

using the client console software. We do not 

have an web based console. Hence is this a 

mandatory requirement?

No change in RFQ

7 33
Annexure 6 Technical 

Compliance Sheet

Allow for risk-benchmarking of 

business units and regions

We do not currently support this. Having said 

that, this can be tracked through an SIEM if 

available in the customer infrastructure. If this 

is a mandatory requirement, this feature would 

be made available in MaxPatrol 9 releasing in 

2014. 

No change in RFQ

8 34
Annexure 6 Technical 

Compliance Sheet

Certify to EAL Common Criteria and 

validate to FIPS-140-2 encryption

We are in progress of certification to Common 

Criteria and should achieve it by end of Q1 

2014. FIPS140-2 we use standard windows 

crypto providers.

No change in RFQ
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