


Changes applicable to banks 

NPCI will be sharing files with PII data encrypted under PGP algorithm. Banks need to 

download the files from back office system, decrypt using the .PGP tool and then take it for 

further processing internally. Similarly, member bank will encrypt the file with PGP tool and 

then stage the file containing PII data into back office system. 

NOTE: 

Currently, PGP encryption is already in place in NPCI for IMPS for uploading the disp�te file 

in back office system. The PGP encryption will be extended to file generated by NPCI i.e. files 

staged by NPCI and Member banks. 

Implementation date: 

The process of PGP encryption will be implemented w.e.f. 15-06-2019. 

For any queries or clarification, please contact the following official:-

Name Email Id Contact Number 

Narinder Kaur narinder.kaur@npci.org.in 08297027000 

Rajendra Maurya rajendra.maurya@npci.org .in 09820626159 

Yours faithfully, 

Ram Sundaresan 
SVP & Head - Operations 

SD/-


